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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a study item on business role models for use with network slicing.
	
	Feature

	
	Building Block

	
	Work Task

	x
	Study Item


2.2
Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	Study on management and orchestration of network slicing for next generation network
	May have some useful considerations on role models for SA1.


Dependency on non-3GPP (draft) specification: 

GSMA NEST study on network slice business models may have some useful considerations on role models for SA1.
GSMA FSAG study on 5G trust models may have some useful considerations on role models for SA1.
3
Justification

Refinement of the network slice requirements currently found in TS 22.261 may be discerned from considering the business role models that will apply with slicing.  Business role models used in previous generations were centered around the relationships between MNOs and their subscribers as well as between MNOs (e.g., roaming, RAN sharing). The concept of network slices introduces the possibility to support additional new business role models in 5G, including models supporting multi-tenancy, vertical markets, and service optimization.

Examining these business role models will allow us to determine 

· who the stakeholders are,

· which roles each stakeholder plays, and

· what are the trust relationships among stakeholders.

Additional requirements on slice isolation and management, as well as additional security measures can be derived once the stakeholder models and trust relationships are clear.

From the discussions held as part of the SMARTER work, there are at least three distinct stakeholder models. The first two are essentially those available in previous generations.

1) The MNO owns and manages both the access and core network.

2) An MNO owns and manages the core network, the access network is shared among multiple operators (i.e., RAN sharing).

3) Only part of the network is owned and/or managed by the MNO.
The 5G enhancement for the first two stakeholder models is that in a private network environment a vertical takes on the role of the MNO.  From a 3GPP perspective, models 1 and 2 are the same whether an MNO or vertical is involved.

With the introduction of network slicing, the third stakeholder model warrants additional investigation to understand differences from existing RAN and network sharing capabilities when considering private slices. There are 4 potential management models for stakeholder model 3 outlined below. 
Model 3a: MNO provides the virtual/physical infrastructure and V/NFs, a 3rd party uses the dedicated functionality provided by the MNO

Model 3b: MNO provides the virtual/physical infrastructure and V/NFs, a 3rd party manages some V/NFs via APIs provided by the MNO
Model 3c: MNO provides virtual/physical infrastructure, a 3rd party provides some of the V/NFs 
Model 3d: a 3rd party provides some of the virtual/physical infrastructure and V/NFs and manages them
The degree of trust between the MNO and 3rd party will have an impact on the 3GPP system. In model 3a, the 3rd party must be able to trust the MNO to provide the necessary capabilities.  In the other models, the MNO must also be able to ensure that the degree of control (e.g., limited, enhanced, private) provided to the 3rd party does not allow the 3rd party to negatively impact the MNOs network. 3GPP will need to provide the mechanisms for the isolation and interfaces that give the 3rd party the appropriate level of control while securing the MNOs network.

The trust relationships underlying each of the stakeholder and management models will potentially lead to new 3GPP requirements.  There may be a need for new security measures, such as the abilities to provide slice based authentication and slice based encryption and integrity protection.
4
Objective

The objective of this study is to examine the business role models for network slicing in order to identify potential requirements that will enable a 3GPP system to adequately support those models. The following topics will be studied:
· Business role models for network slicing, (e.g., monitor, limited control, enhanced control, private slice)
· Trust relationships between MNOs and slice tenants under various business role models
· Security relationships between

· a UE and a private slice,

· a private slice and the network, and

· a private slice and other slices in the same network
· Relationship of business/stakeholder/management role models with slice characteristics (e.g., slice scalability, slice flexibility, slice performance)

· 3GPP enhancements needed to support the business/stakeholder/management role models for slices
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	Series
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	Internal TR


	22.8xx
	Feasibility Study on Business Role Models for Network Slicing
	SA#80
	SA#81
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
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